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# AUTHENTICATION PROCESS

The BileMo’s API’s Authentication makes use of the JWT technology, consisting on asking an authentication token to the api by providing it a username and a password.

To do so, send a POST request to the api’s url, at this route : /api/login\_check, with the following paramaters :

* \_username : your username
* \_password : your password

If the user exists in the database, a 200 code will be returned and so will be an array containing your token (as “token”). If not, a 401 code will be returned with the message “Bad Credentials”.

You can then use the API as long as your token is valid. To do so, you need to add it to your requests, as the HTTP header “Authorization” of value “Bearer your\_token”.

# WHO CAN AUTHENTICATE

Any user inside the database can authenticate.

# ROLES

The api is managed by its users. A user can own two possible roles :

* ROLE\_USER : can access the Customer and Product sections
* ROLE\_ADMIN : has the same rights as ROLE\_USER and can also access the User section, allowing users’ view, creation and deletion.

# AUTHENTICATION DURATION

The authentication is made to last 30 minutes by default. After it, an explicit error message will be returned with a 401 code.

To modify that duration for all users, you need to edit the jwt\_token\_ttl value (in seconds) in the parameters file located in app/config/parameters.yml.